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Rectifying the vulnerability

Self-similar patterns causing ambiguities are related to the classical aperture problem
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Perturbation attacks
Flow networks are surprisingly robust against universal perturbation attacks
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be vulnerable to a physical round truth Fix: Increase the aperture by increasing the receptive field before the correlation layer o ’ _ , ] e I |
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This can be rectified through adversarial data augmentation

Image overlay

Results

Analysis

Adv. GT 1 Adv. GT 2
Attacked features are separated from the unattacked ones by Increasing the receptive field alleviates the vulnerabllity and keeps the features well-aligned I E Robust FlowNetC RAFT
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Since correlations are the actual cause, we can attack without

Conclusion

Making a robust network vulnerable

optimization
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—+— Unattacked

Optimized patch 102
Optimized patch 153
Handcrafted patch 102
Handcrafted patch 153

30 100
Receptive field size

Kernel Convs per | Receptive
size resolution field
level
3 1 19
5 1 31
3 2 47
3 3 75
5 2 87
3 4 103

RAFT becomes vulnerable when its receptive

fleld before the correlation layer is decreased

FlowNetC Without Con- | Unattacked | 102x102 (2.1%) | 153x153 (4.8%)

Encoder text Encoder EPE Worst Worst
- - H.86 8.09 8.96
- v~ 0.88 10.09 11.31
v~ - H.84 10.50 11.60
v’ v~ 6.33 19.12 20.99

Self-similar patterns in conjunction with the correlation layer explain the vulnerability
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